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ABSTRACT

Falsification of the credit card can be defined as the unapproved use of a cus-
tomer’s card data to create purchases or to dismiss funds from the cardholder’s
record. The misconduct extortion starts from the credit card when somebody in-
correctly acquires the number printed on card or the essential records for the card
to be operated. The owner of the card, the agent by whom card is issued and even
guarantor of a card might not be informed of the fraud until the record is used to
create purchases. As shopping through internet-based applications and paying bills
online has been come into practice, there is no longer requirement of a physical
card to create purchases. Frauds can be categorized in three ways: financial frauds,
communication frauds and online marketing frauds. Credit card frauds come under
financial frauds. These frauds must be prevented and detected in time. In this direc-
tion, many researches are carried out by various researchers to devise the effective
and efficient technique. Hackers and intruders are trying different new approaches
to breach the security. Therefore, there should always be a safety alert against such
frauds. Several achine learning based algorithms have been proposed in this direc-
tion. A learning based technique is proposed for detecting the credit card frauds.The
online shopping growing day to day. Credit cards are used for purchasing goods
and services with the help of virtual card and physical card where as virtual card for
online transaction and physical card for offline transaction. In a physical-card based
purchase, the cardholder presents his card physically to a merchant for making a pay-
ment. To carry out fraudulent transactions in this kind of purchase, an attacker has
to steal the credit card. If the cardholder does not realize the loss of card, it can lead
to a substantial financial loss to the credit card company. In online payment mode,
attackers need only little information for doing fraudulent transaction (secure code,
card number, expiration date etc.). In this purchase method, mainly transactions will
be done through Internet or telephone. To commit fraud in these types of purchases,
a fraudster simply needs to know the card details.

Keywords:LOGISTIC REGRESSION,FRAUD DETECTION,K-MEANS CLUS-
TERING,DATASET.
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Chapter 1

INTRODUCTION

1.1 Introduction

Credit card fraud stands as major problem for word wide financial institutions. An-
nual lost due to it scales to billions of dollars. We can observe this from many
financial reports. Such as 10th annual online fraud report by Cyber Source shows
that estimated loss due to online fraud is in billions for 2008 which is eleven per-
cent increase than other billions loss in 2007 and in 2006, fraud in United Kingdom
alone was estimated to be £535 million in 2007 and now costing around 13.9 bil-
lion a year.From 2006 to 2008, UK alone has lost £427.0 million to £609.90 million
due to credit and debit card fraud (Woolsey Schulz, 2011). Although, there is some
decrease in such losses after implementation of detection and prevention systems
by government and bank, card-not-present fraud losses are increasing at higher rate
due to online transactions. Worst thing is it is still increasing un-protective and un-
detective way.To commit fraud in these types of purchases, a fraudster simply needs
to know the card details. Most of the time, the genuine cardholder is not aware that
someone else has seen or stolen his card information. The only way to detect this
kind of fraud is to analyse the spending patterns on every card and to figure out any
inconsistency with respect to the “usual” spending patterns. Fraud detection based
on the analysis of existing purchase data of cardholder is a promising way to reduce
the rate of successful credit card frauds. Since humans tend to exhibit specific behav-
ioristic profiles, every cardholder can be represented by a set of patterns containing
information about the typical purchase category, the time since the last purchase, the
amount of money spent, etc. Deviation from such patterns is a potential threat to the
system. In the existing system we try to use primitive classification algorithms and
clustering algorithms in order to find out the fraud present in credit card transaction.
Initially they used k-means Algorithm, in which this will have only 2 features to train
the model. By using that k-means they try to cluster the dataset into 2 clusters : 0
being non-fraud and 1 as Fraud parameters, but they cant able to classify clearly all
the fields.
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1.2 Aim of the project

The aim of the project is to identify the type of credit card fraud through an exter-
nal interference and analyzing the situation using logistic regression model in order
to classify the type of credit card transaction happened.

1.3 Project Domain

Machine learning is a large field of study that overlaps with and inherits ideas from
many related fields such as artificial intelligence.The focus of the field is learning,
that is, acquiring skills or knowledge from experience.As such, there are many differ-
ent types of learning that you may encounter as a practitioner in the field of machine
learning: from whole fields of study to specific techniques.

1. Supervised Learning
2. Unsupervised Learning
3. Reinforcement Learning

Logistic regression
The Logistic Regression (LR) classifier, sometimes referred to as the Logit classifier,
is a supervised ML method that is generally used for binary classification tasks [6].
LR is a special type of linear regression whereby a linear function is fed to the logit
function. (y=0+1X1+2X2++nXn q=11+ey) where the value of q will be between 0
and 1. q is the probability that determines the prediction of a given class. The closer
q is to 1, the more accurately it predicts a particular class.

1.4 Scope of the Project

In the existing system we try to use primitive classification algorithms and clustering
algorithms in order to find out the fraud present in credit card transaction. Initially
they used k-means Algorithm, in which this will have only 2 features to train the
model. By using that k-means they try to cluster the dataset into 2 clusters : 0 being
non-fraud and 1 as Fraud parameters, but they cant able to classify clearly all the
fields. If there are less dimensions the k-means can easily able to cluster the data and
find the fraud activities but if the same dataset contains more dimensions this may
not generate the accurate results.
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Chapter 2

LITERATURE REVIEW

S.P.Maniraj, Aditya Saini, Swarna Deep Sarkar developed a Credit Card Fraud De-
tection using Machine Learning Data Science Methodology. This paper defines
“fraud” in credit card transactions as the unauthorised un welcomed use of a credit
card account by someone other than the account owner. The abuse can be stopped
with the use of necessary preventative measures, the behaviour of such fraudulent
acts can be researched to lessen it and safeguard against recurrence. In other terms,
credit card fraud is the use of another person’s credit card for personal gain when
neither the cardholder nor the organisation responsible for providing the card are
aware that the card is being used. Monitoring user populations behaviour is a key
component of fraud detection since it helps identify,detect,prevent undesirable be-
haviours including fraud, intrusion, defaulting. This is a really pertinent issue that
has to be addressed by communities like machine learning data science, where an
automated solution is possible. Due to its varied characteristics, including class im-
balance, this issue is particularly difficult to solve from the standpoint of learning.
There are significantly more legitimate transactions than fraudulent ones. Addition-
ally, the statistical characteristics of the transaction patterns frequently vary over
time. Unquestionably, using a credit card fraudulently is a criminal act of dishon-
esty. The most popular fraud schemes, as well as how to spot them, are listed in
this article, which also reviews recent research in the area. Along with the method,
pseudocode, explanation of its implementation, experimentation findings, this work
has also provided a detailed explanation of how machine learning might be used to
improve fraud detection.

Aisha Mohammad Fayyomi, Derar Eleyan Amina Eleyan published an Interna-
tional Journal of Scientific Technology Research introducing A Survey on Credit
Card Fraud Detection Techniques. Their poll indicates that credit card fraud has
grown to be a major global threat. Globally, fraud causes enormous financial losses.
This pushed credit card firms to spend money developing creating methods to detect
lessen fraud. The main objective of this study is to establish acceptable algorithms
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that credit card issuers can use to more quickly cheaply identify fraudulent trans-
actions. The survey compares various machine learning methods, such as Nearest
Neighbours, Decision Trees, Random Forest, Artificial Neural Networks, Logistic
Regression, K-means clustering. A scenario-based algorithm can be used to choose
the scenario that is the greatest fit for a given scenario because no 2 scenarios are
the same. In this survey article,all these fraud detection methods are covered. Em-
manuel Ileberi, Yanxia Sun Zenghui Wang introduced A Machine Learning Based
Credit Card Fraud Detection Using the GA Algorithm for Feature Selection [4]. Us-
ing this strategy,it was discovered that the Internet has grown exponentially over the
past 10 years. As a result, services like e-commerce, tap-and-pay systems,online bill
payment systems, etc. have proliferated become more widely used. As a result,
credit card thieves are now more active than ever in their attacks on transactions.
Credit card data encryption tokenization are just 2 of the safeguards in place to pro-
tect credit card transactions. Although most of the time these techniques work, they
don’t completely safeguard credit card transactions from fraud.

John Richard D. Kho Larry A. Vea developed a Credit Card Fraud Detection
Based on Transaction Behavior. According to this concept,credit card fraud occurs
when someone uses another person’s credit card for their own gain, often in com-
plete secrecy or anonymity, even the issuing banks are unaware that the card is
being used. In addition, the offender has no connection to the cardholder or is-
suer has no intention of telling the owner of the card about the missing card or
making good on the transactions done. The top 5 methods used by fraudsters in
cases involving credit cards over the past 2 decades are as follows: Counterfeit credit
cards,Lost or stolen,No-card fraud (e.g., giving card information to non-legitimate
telemarketer),Stolen cards during mailing fraud,Identity-theft fraud. These fraud
cases account for 81 of all recognised fraud categories in the credit card sector. Banks
businesses are still a target of these attacks even if they may seem extremely com-
mon to them. The current state of the credit card industry with regard to fraud issues
has been described in this report. Although there are new technologies that can be
used to decrease or even eliminate the effects of credit card fraud, banks merchants
throughout the world are starting to question its conception application. This study
advises creating a model based on cardholder spending patterns utilising it to spot
unusual transactions. Due to a non-disclosure agreement (NDA) between the partic-
ipating bank the proponent, this study [5] didn’t go into depth about the built model.
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But this study was able to demonstrate the methods procedures used to create the
model. The author of this paper expects that some banks or people may use it as
a guide when implementing fraud detection systems in the financial industry in the
near future. Benefits of putting in place such a detection system include lowering the
expenses borne by banks for phone SMS service; instead of sending SMS transac-
tion notifications to all clients, message will be sent to those with detected anomalous
transaction. The Random Tree outperformed J48 in the evaluation of classifiers con-
ducted during the model’s development. J48 produced a tight constraint with respect
to its variance in accuracy values, according to further examination of the 2 classi-
fiers that involved introducing randomness into the dataset.

Dejan Varmedja, Mirjana Karanovic, Srdjan Sladojevic, Marko Arsenovic, and
Andras Anderla.They made a survey on credit card fraud detection, considering the
major areas of credit card fraud detection that are bank fraud, corporate fraud, Insur-
ance fraud. With these they have focused on the two ways of credit card transactions
Virtually (card, not present) ii) With Card or physically present. They had focused on
the techniques which are Regression, classification, Logistic regression, Support vec-
tor machine, Neural network, Artificial Immune system, K-nearest Neighbor, Naı̈ve
Bayes, Genetic Algorithm, Data mining, Decision Tree, Fuzzy logic-based system,
etc. In which, they have explained six data mining approaches as theoretical back-
ground that are classification, clustering, prediction, outlier detection, Regression,
and visualization. Then have explained about existing techniques based on statistical
and computation which is Artificial Immune system (AIS), Bayesian Belief Network,
Neural Network, Logistic Regression, Support Vector Machine, Tree, Selforganizing
map,Hybrid Methods, As a result, they had concluded that all the present machine
learning techniques mentioned above can provide high accuracy for the detection rate
and industries are looking forward to finding new methods to increase their profit and
reduce the cost. Machine learning can be a good choice for it.
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Chapter 3

PROJECT DESCRIPTION

3.1 Existing System

In the existing system there are lot of machine learning approaches implemented for
detecting credit card fraud detection which are implemented based on AE, IF, LOF
and K- Means which are giving 70,73 and 71 accuracy respectively. In this project
we are trying to improve the accuracy by refining the data in a better way for efficient
detection of credit card fraud. . By using that k-means they try to cluster the dataset
into 2 clusters : 0 being non-fraud and 1 as Fraud parameters, but they cant able to
classify clearly all the fields. If there are less dimensions the k-means can easily able
to cluster the data and find the fraud activities but if the same dataset contains more
dimensions this may not generate the accurate results.

3.2 Proposed System

Here, the unsupervised learning approaches are used for fraud detections. In this
project we collected credit card fraud data from kaggle below I am specifying de-
scription regarding the data set which was taken from kaggle directly. Our goal is
to implement machine learning model in order to classify, to the highest possible
degree of accuracy, credit card fraud from a dataset gathered from Kaggle. After
initial data exploration, we knew we would implement a logistic regression model
for best accuracy reports. For that we try to use Gaussian Mixture, Isolation Forest
and K-Means algorithm and classify each and every record which is present in that
dataset. As per the observation we can see Gaussian Mixture gives best accuracy.

3.3 Feasibility Study

The feasibility of the project is analyzed in this phase and business proposal is put
forth with a very general plan for the project and some cost estimates. During system
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analysis the feasibility study of the proposed system is to be carried out. This is to
ensure that the proposed system is not a burden to the company. For feasibility
analysis, some understanding of the major requirements for the system is essential.
Three key considerations involved in the feasibility analysis are

3.4 Economic Feasibility

This study is carried out to check the economic impact that the system will have on
the organization. The amount of fund that the company can pour into the research
and development of the system is limited. The expenditures must be justified. Thus
the developed system as well within the budget and this was achieved because most
of the technologies used are freely available. Only the customized products had to
be purchased.

3.5 Technical Feasibility

This study is carried out to check the technical feasibility, that is, the technical re-
quirements of the system. Any system developed must not have a high demand on
the available technical resources. This will lead to high demands on the available
technical resources. This will lead to high demands being placed on the client. The
developed system must have a modest requirement, as only minimal or null changes
are required for implementing this system.

3.6 Social Feasibility

The aspect of study is to check the level of acceptance of the system by the user. This
includes the process of training the user to use the system efficiently. The user must
not feel threatened by the system, instead must accept it as a necessity. The level of
acceptance by the users solely depends on the methods that are employed to educate
the user about the system and to make him familiar with it. His level of confidence
must be raised so that he is also able to make some constructive criticism, which is
welcomed, as he is the final user of the system.

7



3.7 System Specification

3.8 Functional Requirement

In software engineering, a functional requirement defines a function of a software
system or its component. A function is described as a set of inputs, the behavior,
and outputs (see also software). Functional requirements may be calculations, tech-
nical details, data manipulation and processing and other specific functionality that
define what a system is supposed to accomplish. Behavioral requirements describing
all the cases where the system uses the functional requirements are captured in use
cases. Generally, functional requirements are expressed in the form “system shall do
requirement”. The plan for implementing functional requirements is detailed in the
system design. In requirements engineering, functional requirements specify partic-
ular results of a system. Functional requirements drive the application architecture of
a system. A requirements analyst generates use cases after gathering and validating
a set of functional requirements. The hierarchy of functional requirements is: user/s-
takeholder,request feature,use case,business rule. Functional requirements drive the
application architecture of a system. A requirements analyst generates use cases after
gathering and validating a set of functional requirements. Functional requirements
may be technical details, data manipulation and other specific functionality of the
project is to provide the information to the user. The following are the functional
requirements of our system:

1.We are providing all the information related to credit card transactions to the
system.
2.The user can give his own transaction data and can predict if there is any credit
card transaction failed or not.
3.We are having multiple algorithms for classification.
4.The proposed application can accurately identify the credit card fraud by analyzing
all the parameters present in the transaction.

3.9 Non Functional Requirements

Non-functional requirements define the overall qualities or attributes of the result-
ing System Non-functional requirements place restrictions on the product being de-
veloped, the development process, and specify external constraints that the product

8



must meet. Examples of NFR include safety, security, usability, reliability and per-
formance Requirements. Project management issues (costs, time, and schedule) are
often considered as non-functional requirements.

3.10 Performance requirements

Requirements about resources required, response time, transaction rates, throughput,
benchmark specifications or anything else having to do with performance. In this
project, the user will try to gather all the information from KAGGLE website and
then try to train the system with that dataset.

3.11 Modifiability

Requirements about the effort required to make changes in the software. Often, the
measurement is personnel effort (person- months).

3.12 Portability

The effort required to move the software to a different target platform. The measure-
ment is most commonly person-months or modules that need changing.

3.13 Reliability

Requirements about how often the software fails. The measurement is often ex-
pressed in MTBF (mean time between failures). The definition of a failure must be
clear. Also, don’t confuse reliability with availability which is quite a different kind
of requirement. Be sure to specify the consequences of software failure, how to
protect from failure, a strategy for error detection, and a strategy for correction.

3.14 Security

One or more requirements about protection of your system and its data. The mea-
surement can be expressed in a variety of ways (effort, skill level, time) to break into
the system. Do not discuss solutions (e.g. passwords) in a requirements document.
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3.15 Usability

Requirements about how difficult it will be to learn and operate the system. The
requirements are often expressed in learning time or similar metrics.

3.16 Legal

There may be legal issues involving privacy of information, intellectual property
rights, export of restricted technologies, etc.

3.17 Hardware Specification

Processor : Core i7
RAM : 16 GB
Hard Disk : 256 GB SSD/1 TB HDD
Generation : 12th

3.18 Software Specification

Operating system : Windows11(HOME)
Coding Language : Python
Front-End : Google Collab
Dataset : Dataset From Kaggle

3.19 Standards and Policies

Google Colab:- Colaboratory (”Colab” for short) is a data analysis and machine
learning tool that allows you to combine executable Python code and rich text along
with charts, images, HTML, LaTeX and more into a single document stored in
Google DriveStandard Used: ISO/IEC 27001

10



Chapter 4

METHODOLOGY

4.0.1 LOAD DATASET MODULE

In this module we try to load the dataset which is collected from Kaggle website
and then try to give that excel file information as input to the next module. Dataset
URL: https://www.kaggle.com/mlg-ulb/creditcardfraud To provide privacy to users
transaction data kaggles peoples have converted transaction data to numerical format
using PCA Algorithm. Below are some example from dataset.

4.0.2 GENERATE TEST AND TRAIN MODULE

Here we try to divide the data into test and train datasets and we used 70: 30 percent
ratio for dividing the whole dataset into multiple parts.Here 70 percent data records
are used for training the system and 30 percent data is used for testing the model.

4.0.3 RUN SEVERAL ALGORITHMS MODULE

Here we try to run the Several algorithm on the train dataset and try to check the
probability of each and every attribute which is present in that record. Once all
the records are processed now we try to find out which records are having fraud
activity and which are having normal activities. Once we use Kmeans, Gaussian
mixture, Isolation forest on training dataset ,we can get accuracy of each and every
algorithm and finally we can tell Gaussian mixture is accurate more compared with
all algorithms.

4.0.4 DETECT FRAUD MODULE

Here we try to apply several algorithms and check the model on test data. Once the
test data is given as input we can see the data can be categorized into 2 categories
where how many records are found fraud activity and how many are having normal
activities.Here we can identify the fraud from the given set of transactions..
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4.0.5 COMPARATIVE ANALYSIS OF ALGORITHMS ACCURACY

In this current application we tested the dataset on Kmeans, Gaussian mixture, Isola-
tion forest on training dataset ,we can get accuracy of each and every algorithm and
finally we can tell Gaussian mixture is accurate more compared with all algorithms.

4.1 General Architecture

Figure 4.1: GENERAL ARCHITECTURE FOR CREDIT CARD FRAUD DETECTION

Description
Implementation is the stage where the theoretical design is converted into program-
matically manner. In this stage we will divide the application into a number of mod-
ules and then coded for deployment. The front end of the application takes Google
Collaboratory and as a Back-End Data base we took UCI Heart Patients Records
as dataset. Here we are using Python as Programming Language to Implement the
current application.The application is divided mainly into following 5 modules.

12



4.2 Design Phase

4.2.1 Data Flow Diagram

Figure 4.2: DATA FLOW DIAGRAM TO DEFINE THE PROCESS FOR CREDIT CARD FRAUD

Description
1.Load Dataset Module
2.Generate Test and Train Data
3.Run Several Algorithms
4.Detect Fraud from Test Dataset
5.Fraud Transaction Detection Graph
6.Comparative Analysis of Algorithms Accuracy
A software system can be said to have two distinct characteristics: a structural,
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”static” part and a behavioral, ”dynamic” part. In addition to these two charac-
teristics, an additional characteristic that a software system possesses is related to
implementation. Before we categorize UML diagrams into each of these three char-
acteristics, let us take a quick look at exactly what these characteristics are.

4.2.2 Use Case Diagram

Figure 4.3: USE CASE DIAGRAM TO DEMONSTRATE THE FRAUDULENT ACTIVITY

Description
The use case diagram is used to identify the primary elements and processes that
form the System. The primary elements are termed as actors and the processes are
called use cases. The use case diagram shows which actors interact with each use
case.
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Use cases:- A use case describes a sequence of actions that provide something of
measurable value to an actor and is drawn as a horizontal ellipse.

Actors:- An actor is a person, organization, or external system that plays a role in
one or more interactions with the system.

4.2.3 Class Diagram

Figure 4.4: CLASS DIAGRAM TO IDENTIFY THE TYPE OF FRUAD FROM USER

Description
The class diagram is used to refine the use case diagram and define a detailed design
of the System. The class diagram classifies the actors defined in the use case diagram
into a set of interrelated classes. The relationship or association between the classes
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can be either an ”is-a” Or ”has-a” relationship.

4.2.4 Sequence Diagram

Figure 4.5: SEQUENCE DIAGRAM TO ESTABLISH THE CONNECTION TO TYPE OF SOURCE AND

FRAUD

Description
A sequence diagram represents the interaction between different objects in the sys-
tem. The Important aspect of a sequence diagram is that it is time-ordered. Different
objects In the sequence diagram interact with each other by passing ”messages”.
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4.2.5 Collaboration diagram

Figure 4.6: COLLABORATION DIAGRAM TO COMPARE AND IDENTIFY THE TYPE OF FRUADS

Description
The collaboration diagram captures the configuration of the runtime elements of the
Application. This diagram is by far most useful when a system is built and ready
to be Deployed. The name Deployment itself describes the purpose of the diagram.
Deployment diagrams are used for describing the hardware components where soft-
ware components are deployed. Component diagrams and deployment diagrams are
closely related. The purpose of deployment diagrams can be described as:
1.Visualize hardware topology of a system.
2.Describe the hardware components used to deploy software components.
3.Describe runtime processing nodes.
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4.2.6 Activity Diagram

Figure 4.7: ACTIVITY DIAGRAM TO KNOW WHEN THE FRAUD HAPPENED FROM USER INFORMATION

Description
The process flows in the system are captured in the activity diagram. Similar to a
state Diagram, an activity diagram also consists of activities, actions, transitions,
initial and final States, and guard conditions.
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4.3 Algorithm & Pseudo Code

4.4 Logistic Regression

1.Logistic regression is a Machine Learning classification algorithm that is used to
predict the probability of certain classes based on some dependent variables. In short,
the logistic regression model computes a sum of the input features (in most cases,
there is a bias term), and calculates the logistic of the result.The output of logistic
regression is always between (0, and 1), which is suitable for a binary classification
task. The higher the value, the higher the probability that the current sample is clas-
sified as class=1, and vice versa.

2.The objective of this project is to create a simple Logistic Regression model ca-
pable of detecting fraud in credit card operations, thus seeking to minimize the risk
and loss of the business. The biggest challenge is to create a model that is very sen-
sitive to fraud, since most transactions are legitimate, making detection difficult.The
input variables are numeric, the result of a PCA transformation. Due to confiden-
tiality issues, the original data and other complementary information were not made
available.The only variables that have not been transformed with the PCA are ’Time’
and ’Value’. The variable ’Time’ contains the seconds between each transaction and
the first transaction in the data set. The ’Amount’ variable refers to the amount of
the transaction.

3.Not all algorithms fit cleanly into this simple dichotomy, though, and logistic
regression is a notable example. Logistic regression is part of the regression fam-
ily as it involves predicting outcomes based on quantitative relationships between
variables. However, unlike linear regression, it accepts both continuous and discrete
variables as input and its output is qualitative. In addition, it predicts a discrete class
such as “Yes/No” or “Customer/Non-customer”.
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Figure 4.8: GRAPH REPRESENTING TWO CLASS VARIABLES SEPERATED BASED ON LOGISTIC RE-

GRESSION

Figure 4.9: FIGURE REPRESENTING TWO VARIABLES SEPERATED ON REGRESSION TECHNIQUE

4.The application of methods for data balancing, such as undersampling and over-
sampling techniques are widely used in these cases. Changing the sampling makes
the algorithm more ”sensitive” to fraudulent transactions.

Undersampling is the technique of removing major class records from the sample.
In this case, it is necessary to remove random records from the legitimate class (No
fraud), in order to obtain a number of records close to the amount of the minority
class (fraud) in order to train the model.
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Oversampling is exactly the opposite: it means adding minority class records
(fraud) to our training sample, thus increasing the overall proportion of fraud records.
There are methods to generate samples from the minority class, either by duplicating
existing records or artificially generating others

4.5 Pseudo Code

4.6 Module Description

4.6.1 FRONT END IMPLEMENTATION

Python is a general purpose, dynamic, high level, and interpreted programming lan-
guage. It supports Object Oriented programming approach to develop applications.
It is simple and easy to learn and provides lots of high-level data structures. Python
is easy to learn yet powerful and versatile scripting language, which makes it at-
tractive for Application Development. Python’s syntax and dynamic typing with
its interpreted nature make it an ideal language for scripting and rapid application
development. It supports multiple programming pattern, including object-oriented,
imperative, and functional or procedural programming styles.
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4.7 Python Applications

Python is known for its general purpose nature that makes it applicable in almost
each domain of software development. Python as a whole can be used in any sphere
of development. Here, we are specifying applications areas where python can be
applied. Web Applications: We can use Python to develop web applications. It pro-
vides libraries to handle internet protocols such as HTML and XML, JSON, Email
processing, request, beautifulSoup, Feedparser etc. It also provides Frameworks
such as Django, Pyramid, Flask etc to design and delelop web based applications.
Some important developments are: PythonWikiEngines, Pocoo, PythonBlogSoft-
ware etc. The useful library and package are SciPy, Pandas, IPython etc. SciPy is
group of packages of engineering. Desktop GUI Applications: Python provides Tk
GUI library to develop user interface in python based application. Some other useful
toolkits wxWidgets, Kivy, pyqt that are useable on several platforms. The Kivy is
popular for writing multitouch applications.
1.Software Development: Python is helpful for software development process. It
works as a support language and can be used for build control and management, test-
ing etc.
2.Scientific and Numeric: Python is popular and widely used in scientific and nu-
meric computing. Some useful library and package are SciPy, Pandas, IPython etc.
SciPy is group of packages of engineering, science and mathematics.
3.Business Application: Python is used to build Bussiness applications like ERP and
e-commerce systems. Tryton is a high level application platform.
4.Console Based Application: We can use Python to develop console based applica-
tions. For example: IPython.Audio or Video based Applications: Python is awesome
to perform multiple tasks and can be used to develop multimedia applications. Some
of real applications are: TimPlayer, cplay etc.
5.3D CAD Applications: To create CAD application Fandango is a real application
which provides full features of CAD.
6.Enterprise Applications: Python can be used to create applications which can be
used within an Enterprise or an Organization. Some real time applications are: Open-
Erp, Tryton, Picalo etc.
7.Applications for Images: Using Python several application can be developed for
image. Applications developed are: VPython, Gogh, imgSeek etc. Python’s syntax
and dynamic typing with its interpreted nature make it an ideal language for script-
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ing and rapid application development. It supports multiple programming pattern,
including object-oriented, imperative, and functional or procedural programming
styles.

4.8 Back End Implementation

4.9 Machine Learning

Machine learning is a subfield of artificial intelligence (AI). The goal of machine
learning generally is to understand the structure of data and fit that data into models
that can be understood and utilized by people. . In traditional computing, algo-
rithms are sets of explicitly programmed instructions used by computers to calculate
or problem solve. Machine learning algorithms instead allow for computers to train
on data inputs and use statistical analysis in order to output values that fall within a
specific range.
Machine learning is the scientific field dealing with the ways in which machines
learn from experience. For many scientists, the term “machine learning” is identical
to the term “artificial intelligence”, given that the possibility of learning is the main
characteristic of an entity called intelligent in the broadest sense of the word. The
purpose of machine learning is the construction of computer systems that can adapt
and learn from their experience. There are two types.

1.Supervised Learning In supervised learning, the system must “learn” inductively
a function called target function, which is an expression of a model describing the
data. The objective function is used to predict the value of a variable, called depen-
dent variable from a set of variables, called independent variables or input variables
or characteristics or features. The set of possible input values of the function, i.e.
its domain, are called instances. Each case is described by a set of characteristics.
A subset of all cases, for which the output variable value is known, is called train-
ing data or examples. In order to infer the best target function, the learning system,
given a training set, takes into consideration alternative functions, called hypothesis
and denoted by h. In supervised learning, there are two kinds of learning tasks: clas-
sification and regression.

2.Unsupervised Learning In unsupervised learning, the system tries to discover
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the hidden structure of data or associations between variables. In that case, training
data consists of instances without any corresponding labels. Association Rule Min-
ing appeared much later than machine learning and is subject to greater influence
from the research area of databases.

4.10 K-Means Clustering Algorithm

The k-means clustering method is an unsupervised machine learning technique used
to identify clusters of data objects in a dataset. There are many different types of
clustering methods, but k-means is one of the oldest and most approachable. These
traits make implementing k-means clustering in Python reasonably straightforward,
even for novice programmers and data scientists.If you’re interested in learning how
and when to implement k-means clustering in Python, then this is the right place.
You’ll walk through an end-to-end example of k-means clustering using Python,
from preprocessing the data to evaluating results.

4.11 Gaussian Mixture Models

In the world of Machine Learning, we can distinguish two main areas: Supervised
and unsupervised learning. The main difference between both lies in the nature of
the data as well as the approaches used to deal with it. Clustering is an unsupervised
learning problem where we intend to find clusters of points in our dataset that share
some common characteristics. Let’s suppose we have a dataset that looks like this:
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Figure 4.10: FIGURE TO REPRESENT TWO VARIABLES SEPERATED BY CLASS

Figure 4.11: FIGURE REPRESENTING CLASS VARIABLES DEFINED INTO TWO PARTS

One important characteristic of K-means is that it is a hard clustering method,
which means that it will associate each point to one and only one cluster. A limitation
to this approach is that there is no uncertainty measure or probability that tells us how
much a data point is associated with a specific cluster. So what about using a soft
clustering instead of a hard one? This is exactly what Gaussian Mixture Models, or
simply GMMs, attempt to do. Let’s now discuss this method further.
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Chapter 5

IMPLEMENTATION AND TESTING

5.1 Input

5.1.1 Input Design

Figure 5.1: INPUT 1 REPRESENTING THE CODE

Description:-
The figure represents the code and the execution background(google collab).In this
we can identify the code segment used for this project.
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5.1.2 Input Design

Figure 5.2: INPUT 2 REPRESENTING THE CODE

5.2 Output

5.2.1 Output Design

Figure 5.3: OUTPUT 1 FOR THE GIVEN INPUT
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5.2.2 Output Design

Figure 5.4: OUTPUT 2 FOR THE GIVEN INPUT

Description:-
In this figure the result is achieved from the given input or from the code and this
particular segment represents a the tail of dataset which we have considered for the
project.

5.3 Testing

5.4 Types of Testing

5.5 Unit testing

Unit testing involves the design of test cases that validate that the internal program
logic is functioning properly, and that program inputs produce valid outputs. All
decision branches and internal code flow should be validated. It is the testing of
individual software units of the application .it is done after the completion of an in-
dividual unit before integration. This is a structural testing, that relies on knowledge
of its construction and is invasive. Unit tests perform basic tests at component level
and test a specific business process, application, and/or system configuration. Unit
tests ensure that each unique path of a business process performs accurately to the
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documented specifications and contains clearly defined inputs and expected results.

5.6 Integration testing

Integration tests are designed to test integrated software components to determine
if they actually run as one program. Testing is event driven and is more concerned
with the basic outcome of screens or fields. Integration tests demonstrate that al-
though the components were individually satisfaction, as shown by successfully unit
testing, the combination of components is correct and consistent. Integration testing
is specifically aimed at exposing the problems that arise from the combination of
components.

5.7 System testing

System testing ensures that the entire integrated software system meets requirements.
It tests a configuration to ensure known and predictable results. An example of
system testing is the configuration oriented system integration test. System testing is
based on process descriptions and flows, emphasizing pre-driven process links and
integration points.

5.8 Functional Testing

Functional tests provide systematic demonstrations that functions tested are available
as specified by the business and technical requirements, system documentation, and
user manuals.
Functional testing is centered on the following items:
Valid Input : identified classes of valid input must be accepted.
Invalid Input : identified classes of invalid input must be rejected.
Functions : identified functions must be exercised.
Output : identified classes of application outputs must be exercised.
Systems/Procedures : interfacing systems or procedures must be invoked.

Organization and preparation of functional tests is focused on requirements, key
functions, or special test cases. In addition, systematic coverage pertaining to iden-
tify Business process flows; data fields, predefined processes, and successive pro-
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cesses must be considered for testing. Before functional testing is complete, addi-
tional tests are identified and the effective value of current tests is determined.

5.9 Test Result

5.10 Negavtive Test Cases

Figure 5.5: TABULATION FOR NEGATIVE TEST CASE1

Description:-
For this project we have performed a negative test case in order to check for a legit
or fraud transaction.The transaction history and data is collected from the source
and testing is done in order to classify the activity by considering legit=class1 and
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fraud=class0.

Figure 5.6: TABULATION FOR NEGATIVE TEST CASE2

Description:-
For this project we have performed another negative test case in order to check for
a legit or fraud transaction.The transaction history and data is collected from the
source and testing is done in order to classify the activity by considering legit=class1
and fraud=class0.
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5.11 Positive Test Cases

Figure 5.7: TABULATION FOR POSITIVE TEST CASE1

Description:-
For this project we have performed a positive test case in order to check for a legit
or fraud transaction.The transaction history and data is collected from the source
and testing is done in order to classify the activity by considering legit=class1 and
fraud=class0.
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Figure 5.8: TABULATION FOR POSITIVE TEST CASE2

Description:-
For this project we have performed another positive test case in order to check for
a legit or fraud transaction.The transaction history and data is collected from the
source and testing is done in order to classify the activity by considering legit=class1
and fraud=class0.
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Chapter 6

RESULTS AND DISCUSSIONS

6.1 Efficiency of the Proposed System

Credit card fraud becomes a serious concern to the world. Fraud brings huge finan-
cial losses to the world. This urged Credit card companies have been invested money
to create and develop techniques to reveal and reduce fraud. The prime goal of this
study is to define algorithms that confer the appropriate, and can be adapted by credit
card companies for identifying fraudulent transactions more accurately, in less time
and cost. Different machine learning algorithms are compared, including Logistic
Regression, Decision Trees, Random Forest, Artificial Neural Networks, Logistic
Regression, K-Nearest Neighbors, and K-means clustering. Because not all scenar-
ios are the same, a scenario-based algorithm can be used to determine which scenario
is the best fit for that scenario.The researchers use different performance measures
employed (techniques) and algorithms to predict and show transactions fraudulent.
Studies are refreshed and encouraged to improve the fraud detection basis to deter-
mine the weight that is suitable with cost factors, the tested accuracy, and detection
accuracy. Surveys of such kind will allow the researchers to build a hybrid approach
most accurate for fraudulent credit card transaction detection.

6.2 Comparison of Existing and Proposed System

Existing system:
In the existing system there are lot of machine learning approaches implemented for
detecting credit card fraud detection which are implemented based on AE, IF, LOF
and K- Means which are giving accuracy respectively. In this project we are trying
to improve the accuracy by refining the data in a better way for efficient detection
of credit card fraud. By using that k-means they try to cluster the dataset into 2
clusters.0 being non-fraud and 1 as Fraud parameters, but they cant able to classify
clearly all the fields. If there are less dimensions the k-means can easily able to
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cluster the data and find the fraud activities but if the same dataset contains more
dimensions this may not generate the accurate results.

6.2.1 LIMITATION OF EXISTING SYSTEM

1.The Clustering produce the less accuracy when compared to Regression methods
in scenarios like credit card fraud detection.
2.Comparatively with other algorithms k-means produce less accurate scores in pre-
diction in this kind of scenarios.
3.This is accurate if we use for less dimensions
4.This is not accurate for large dimensional dataset.

Proposed system:
Here, the unsupervised learning approaches are used for fraud detections. In this
project we collected credit card fraud data from kaggle below I am specifying de-
scription regarding the data set which was taken from kaggle directly. Our goal is
to implement machine learning model in order to classify, to the highest possible
degree of accuracy, credit card fraud from a dataset gathered from Kaggle. After
initial data exploration, we knew we would implement a logistic regression model
for best accuracy reports. For that we try to use Gaussian Mixture, Isolation Forest
and K-Means algorithm and classify each and every record which is present in that
dataset. As per the observation we can see Gaussian Mixture gives best accuracy.

6.2.2 ADVANTAGES OF PROPOSED SYSTEM

1.The results obtained by the GM Algorithm is best compared to any other Algo-
rithms.
2.The Accuracy obtained was almost equal to 92.7 percent which proves using of
GM gives best results.
3.The plots that were plotted according to the proper data that is processed during
the implementation

6.3 Sample Code

1 # i m p o r t i n g t h e modules

2 i m p o r t numpy as np
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3 # i m p o r t s k l e a r n py thon machine l e a r n i n g modules

4 i m p o r t s k l e a r n as sk

5 # i m p o r t p a n d a s d a t a f r a m e s

6 i m p o r t pandas as pd

7 # i m p o r t m a t p l o t l i b f o r p l o t t i n g

8 i m p o r t m a t p l o t l i b . p y p l o t a s p l t

9 # i m p o r t d a t a s e t s a n d l i n e a r m o d e l from s k l e a r n module

10 f r o m s k l e a r n i m p o r t d a t a s e t s , l i n e a r m o d e l

11 # i m p o r t P o l y n o m i a l f e a t u r e s from s k l e a r n module

12 f r o m s k l e a r n . p r e p r o c e s s i n g i m p o r t P o l y n o m i a l F e a t u r e s

13 # i m p o r t t r a i n t e s t s p l i t d a t a c l a s s i f i c a t i o n

14 f r o m s k l e a r n . m o d e l s e l e c t i o n i m p o r t t r a i n t e s t s p l i t

15 # i m p o r t C o n f u s i o n M a t r i x from pandas ml

16 f rompandas ml i m p o r t C o n f u s i o n M a t r i x

17 # r e a d i n g t h e c s v f i l e from C : / Python27

18 d a t a f r a m e = pd . r e a d c s v ( ’C : / Python27 / c r e d i t c a r d . csv ’ , low memory= F a l s e )

19 # d a t a f r a m e . sample R e t u r n s a random sample o f i t e m s from an a x i s o f o b j e c t .

20 # T h e f r a c keyword argument s p e c i f i e s t h e f r a c t i o n o f rows t o r e t u r n i n t h e random sample , so f r a c =1

means r e t u r n a l l rows ( i n random o r d e r ) .

21 # I f you wish t o s h u f f l e your d a t a f r a m e in − p l a c e and r e s e t t h e i n d e x

22 d a t a f r a m e = d a t a f r a m e . sample ( f r a c =1) . r e s e t i n d e x ( drop =True )

23 # d a t a f r a m e . head ( n ) r e t u r n s a DataFrame h o l d i n g t h e f i r s t n rows of d a t a f r a m e .

24 d a t a f r a m e . head ( )

25 p r i n t d a t a f r a m e
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6.4 Output

Figure 6.1: OUTPUT FOR THE GIVEN SAMPLE CODE 1
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Figure 6.2: OUTPUT FOR THE GIVEN SAMPLE CODE 2
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Chapter 7

CONCLUSION AND FUTURE

ENHANCEMENTS

7.1 Conclusion

Credit card fraud detection dataset is used with machine learning algorithms in this
experiment to identify which algorithm works better with Credit card fraud detec-
tion.The fraud transaction detection is the major issue of prediction due to a frequent
and large number of transactions. The fraud transaction prediction has the two phases
which are feature extraction and classification. In the first phase, the feature extrac-
tion technique is applied and in the second phase, classification is applied for the
fraud transaction detection. In this various techniques of credit card fraud detection
are reviewed. In future hybrid approach will be designed for the credit card fraud
detection. In total five algorithms such as SVM, Naı̈ve Bayes, Logistic Regression,
KNN, and Random Forest. In which the best score result is given by Random forest
and then KNN. As the MCC is used to measure the performance of an algorithm,
the best score of MCC is 1 and its values lie between -1 and 1.Credit card fraud
has become more and more rampant in recent years. Fraud detection methods are
continuously developed to defend criminals in adapting to their strategies. In Fraud
detection, identifying Fraud as quickly as possible once it has been done through
fraud detection techniques, is now becoming easier and faster. The techniques which
were studied here, through which credit card fraud can be detected quickly and fast
and the crime can be stopped.
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7.2 Future Enhancements

7.3 Faster detection

A machine learning model can quickly identify any drifts from regular transactions
and user behaviours in real time. By recognising anomalies, such as a sudden in-
crease in transactional amount or location change, ML algorithms can minimise the
risk of fraud and ensure more secure transactions.

7.4 Higher accuracy

Conventional fraud detection techniques cause errors at the payment gateways that
sometimes result in genuine customers being blocked. With sufficient training data
and insights, ML models can achieve higher accuracy and precision, reducing these
errors along with the time required to be spent on performing manual analysis.

7.5 Improved efficiency with larger data

Once an algorithm picks up different transactional patterns and behaviours, it can
efficiently work with large datasets to separate authentic payments from fraudulent
ones. The models can analyse huge amounts of data in seconds while offering real-
time insights for improved decision-making capabilities.
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Chapter 8

INDUSTRY DETAILS

8.1 OJAS INNOVATIVE TECHNOLOGIES PVT.LTD

8.2 Duration of Internship (10/01/2021-10/08/2023)

8.3 6-MONTHS

8.4 GACHIBOWLI,HYDERABAD.,

8.5 Internship offer letter

42



8.6 Project Commencement Form

Project Commencement Form 

Name of the Industry: OJAS INNOVATIVE TECHNOLOGIES 

Address:  GACHIBOWLI, HYDERBAD 

 

Team Details: 

S.No ID No Student Name Degree & Branch 

1. VTU13085 KURALI LAHARI SAISREE 

B. TECH /CSE 2. VTU13297 P.SAI SESHA VARMA 

3. VTU15769 D.SAI KRUPA 

Date of reporting for project work: 21-01-2023 

Name of the Industry Supervisor : P. HARISH 

Department    : COMPUTER SCIENCE AND TECHNOLOGY 

Designation    : SOFTRWARE DEVELOPER 

Contact Number   : 9640212290 

Email ID    : h9640212290@gmail.com 

Name of the Internal Supervisor : DR.M. GURU VIMAL KUMAR 

Contact No.    : 9791842009 

Email ID    : drguruvimalkumarm@veltech.edu.in 

Tentative Project Title / Project domain:  CREDIT CARD FRAUD DETECTION/                                                                    

MACHINE LEARNING 

Brief Project/task description: It is important for credit card companies to know see 

fraudulent credit card sales for customers they are not charged for things they did not 

buy. Such problems can be dealt with Data Science and its importance, and Mechanical 
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8.7 Internship Completion certificate
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Chapter 9

PLAGIARISM REPORT
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Chapter 10

SOURCE CODE & POSTER

PRESENTATION

10.1 Source Code

1 MAIN WINDOW

2

3 f r o m t k i n t e r i m p o r t messagebox

4 f r o m t k i n t e r i m p o r t *

5 f r o m t k i n t e r i m p o r t s i m p l e d i a l o g

6 i m p o r t t k i n t e r

7 f r o m t k i n t e r i m p o r t f i l e d i a l o g

8 i m p o r t m a t p l o t l i b . p y p l o t a s p l t

9 i m p o r t numpy as np

10 f r o m t k i n t e r . f i l e d i a l o g i m p o r t a s k o p e n f i l e n a m e

11 i m p o r t numpy as np

12 i m p o r t pandas as pd

13 f r o m s k l e a r n i m p o r t *

14 f r o m s k l e a r n . m o d e l s e l e c t i o n i m p o r t t r a i n t e s t s p l i t

15 f r o m s k l e a r n . m e t r i c s i m p o r t a c c u r a c y s c o r e

16 f r o m s k l e a r n . m e t r i c s i m p o r t c l a s s i f i c a t i o n r e p o r t

17 f r o m s k l e a r n . ensemble i m p o r t R a n d o m F o r e s t C l a s s i f i e r

18 # from s k l e a r n . t r e e i m p o r t e x p o r t g r a p h v i z

19 # from I P y t h o n i m p o r t d i s p l a y

20

21

22 main = t k i n t e r . Tk ( )

23 main . t i t l e ( ” C r e d i t Card Fraud D e t e c t i o n ” ) # d e s i g n i n g main s c r e e n

24 main . geomet ry ( ” 1300 x1200 ” )

25

26 g l o b a l f i l e n a m e

27 g l o b a l c l s

28 g l o b a l X, Y, X t r a i n , X t e s t , y t r a i n , y t e s t

29 g l o b a l r a n d o m a c c # a l l g l o b a l v a r i a b l e s names d e f i n e i n above l i n e s

30 g l o b a l c l e a n

31 g l o b a l a t t a c k

32 g l o b a l t o t a l

33

34

35 d e f t r a i n t e s t ( t r a i n ) : # method t o g e n e r a t e t e s t and t r a i n d a t a from d a t a s e t
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36 X = t r a i n . v a l u e s [ : , 0 : 2 9 ]

37 Y = t r a i n . v a l u e s [ : , 30]

38 p r i n t (X)

39 p r i n t (Y)

40 X t r a i n , X t e s t , y t r a i n , y t e s t = t r a i n t e s t s p l i t (

41 X, Y, t e s t s i z e = 0 . 3 , r a n d o m s t a t e = 0)

42 r e t u r n X, Y, X t r a i n , X t e s t , y t r a i n , y t e s t

43

44 d e f g e n e r a t e M o d e l ( ) : # method t o r e a d d a t a s e t v a l u e s which c o n t a i n s a l l f i v e f e a t u r e s d a t a

45 g l o b a l X, Y, X t r a i n , X t e s t , y t r a i n , y t e s t

46 t r a i n = pd . r e a d c s v ( f i l e n a m e )

47 X, Y, X t r a i n , X t e s t , y t r a i n , y t e s t = t r a i n t e s t ( t r a i n )

48 t e x t . i n s e r t (END, ” T r a i n& T e s t Model G e n e r a t e d \n\n ” )

49 t e x t . i n s e r t (END, ” T o t a l D a t a s e t S i z e : ”+ s t r ( l e n ( t r a i n ) ) +”\n ” )

50 t e x t . i n s e r t (END, ” S p l i t T r a i n i n g S i z e : ”+ s t r ( l e n ( X t r a i n ) ) +”\n ” )

51 t e x t . i n s e r t (END, ” S p l i t T e s t S i z e : ”+ s t r ( l e n ( X t e s t ) ) +”\n ” )

52

53

54

55 d e f up loa d ( ) : # f u n c t i o n t o up lo ad t w e e t e r p r o f i l e

56 g l o b a l f i l e n a m e

57 f i l e n a m e = f i l e d i a l o g . a s k o p e n f i l e n a m e ( i n i t i a l d i r =” d a t a s e t ” )

58 t e x t . d e l e t e ( ’ 1 . 0 ’ , END)

59 t e x t . i n s e r t (END, f i l e n a m e +” l o a d e d \n ” ) ;

60

61

62

63 d e f p r e d i c t i o n ( X t e s t , c l s ) : # p r e d i c t i o n done h e r e

64 y p r e d = c l s . p r e d i c t ( X t e s t )

65 f o r i i n r a n g e ( 5 0 ) :

66 p r i n t ( ”X=%s , P r e d i c t e d=%s ” % ( X t e s t [ i ] , y p r e d [ i ] ) )

67 r e t u r n y p r e d

68

69 # F u n c t i o n t o c a l c u l a t e a c c u r a c y

70 d e f c a l a c c u r a c y ( y t e s t , y p red , d e t a i l s ) :

71 a c c u r a c y = a c c u r a c y s c o r e ( y t e s t , y p r e d ) *100

72 t e x t . i n s e r t (END, d e t a i l s +”\n\n ” )

73 t e x t . i n s e r t (END, ” Accuracy : ”+ s t r ( a c c u r a c y ) +”\n\n ” )

74 r e t u r n a c c u r a c y

75

76

77 de f runRandomFores t ( ) :

78 h e a d e r s = [ ” Time ” , ”V1” , ”V2” , ”V3” , ”V4” , ”V5” , ”V6” , ”V7” , ”V8” , ”V9” , ”V10” , ”V11” , ”V12” , ”V13” , ”V14” , ”

V15” , ”V16” , ”V17” , ”V18” , ”V19” , ”V20” , ”V21” , ”V22” , ”V23” , ”V24” , ”V25” , ”V26” , ”V27” , ”V28” , ”Amount” ,

” C l a s s ” ]

79 g l o b a l r a n d o m a c c

80 g l o b a l c l s

81 g l o b a l X, Y, X t r a i n , X t e s t , y t r a i n , y t e s t

82 c l s = R a n d o m F o r e s t C l a s s i f i e r ( n e s t i m a t o r s =50 , max depth =2 , r a n d o m s t a t e =0 , c l a s s w e i g h t = ’ b a l a n c e d ’ )

83 c l s . f i t ( X t r a i n , y t r a i n )
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84 t e x t . i n s e r t (END, ” P r e d i c t i o n R e s u l t s \n\n ” )

85 p r e d i c t i o n d a t a = p r e d i c t i o n ( X t e s t , c l s )

86 random acc = c a l a c c u r a c y ( y t e s t , p r e d i c t i o n d a t a , ’Random F o r e s t Accuracy ’ )

87 # s t r t r e e = e x p o r t g r a p h v i z ( c l s , o u t f i l e =None , f e a t u r e n a m e s = h e a d e r s , f i l l e d =True ,

s p e c i a l c h a r a c t e r s =True , r o t a t e =True , p r e c i s i o n = 0 . 6 )

88 # d i s p l a y . d i s p l a y ( s t r t r e e )

89

90

91

92 d e f p r e d i c t s ( ) :

93 g l o b a l c l e a n

94 g l o b a l a t t a c k

95 g l o b a l t o t a l

96 c l e a n = 0 ;

97 a t t a c k = 0 ;

98 t e x t . d e l e t e ( ’ 1 . 0 ’ , END)

99 f i l e n a m e = f i l e d i a l o g . a s k o p e n f i l e n a m e ( i n i t i a l d i r =” d a t a s e t ” )

100 t e s t = pd . r e a d c s v ( f i l e n a m e )

101 t e s t = t e s t . v a l u e s [ : , 0 : 2 9 ]

102 t o t a l = l e n ( t e s t )

103 t e x t . i n s e r t (END, f i l e n a m e +” t e s t f i l e l o a d e d \n ” ) ;

104 y p r e d = c l s . p r e d i c t ( t e s t )

105 f o r i i n r a n g e ( l e n ( t e s t ) ) :

106 i f s t r ( y p r e d [ i ] ) == ’ 1 . 0 ’ :

107 a t t a c k = a t t a c k + 1

108 t e x t . i n s e r t (END, ”X=%s , P r e d i c t e d = %s ” % ( t e s t [ i ] , ’ C o n t a i n s Fraud T r a n s a c t i o n S i g n a t u r e ’ ) +”\n\n ” )

109 e l s e :

110 c l e a n = c l e a n + 1

111 t e x t . i n s e r t (END, ”X=%s , P r e d i c t e d = %s ” % ( t e s t [ i ] , ’ T r a n s a c t i o n C o n t a i n s Cleaned S i g n a t u r e s ’ ) +”\n\n ”

)

112

113

114 d e f g raph ( ) :

115 h e i g h t = [ t o t a l , c l e a n , a t t a c k ]

116 b a r s = ( ’ T o t a l T r a n s a c t i o n s ’ , ’ N o r m a l T r a n s a c t i o n ’ , ’ Fraud T r a n s a c t i o n ’ )

117 y pos = np . a r a n g e ( l e n ( b a r s ) )

118 p l t . b a r ( y pos , h e i g h t )

119 p l t . x t i c k s ( y pos , b a r s )

120 p l t . show ( )

121

122 f o n t = ( ’ t i m e s ’ , 16 , ’ bo ld ’ )

123 t i t l e = Labe l ( main , t e x t = ’ C r e d i t Card Fraud D e t e c t i o n Using Random F o r e s t Tree Based C l a s s i f i e r ’ )

124 t i t l e . c o n f i g ( bg= ’ g r e e n y e l l o w ’ , fg = ’ dodger b l u e ’ )

125 t i t l e . c o n f i g ( f o n t = f o n t )

126 t i t l e . c o n f i g ( h e i g h t =3 , wid th =120)

127 t i t l e . p l a c e ( x =0 , y =5)

128

129 f o n t 1 = ( ’ t i m e s ’ , 12 , ’ bo ld ’ )

130 t e x t = Text ( main , h e i g h t =20 , wid th =150)

131 s c r o l l = S c r o l l b a r ( t e x t )
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132 t e x t . c o n f i g u r e ( ysc ro l l command = s c r o l l . s e t )

133 t e x t . p l a c e ( x =50 , y =120)

134 t e x t . c o n f i g ( f o n t = f o n t 1 )

135

136

137 f o n t 1 = ( ’ t i m e s ’ , 14 , ’ bo ld ’ )

138 u p l o a d B u t t o n = B u t t on ( main , t e x t =” Upload C r e d i t Card D a t a s e t ” , command= up lo ad )

139 u p l o a d B u t t o n . p l a c e ( x =50 , y =550)

140 u p l o a d B u t t o n . c o n f i g ( f o n t = f o n t 1 )

141

142 modelBut ton = Bu t t on ( main , t e x t =” G e n e r a t e T r a i n & T e s t Model ” , command= g e n e r a t e M o d e l )

143 modelBut ton . p l a c e ( x =350 , y =550)

144 modelBut ton . c o n f i g ( f o n t = f o n t 1 )

145

146 runrandomBut ton = B u t to n ( main , t e x t =”Run Random F o r e s t A lgo r i t hm ” , command= runRandomFores t )

147 runrandomBut ton . p l a c e ( x =650 , y =550)

148 runrandomBut ton . c o n f i g ( f o n t = f o n t 1 )

149

150 p r e d i c t B u t t o n = Bu t to n ( main , t e x t =” D e t e c t Fraud From T e s t Data ” , command= p r e d i c t s )

151 p r e d i c t B u t t o n . p l a c e ( x =50 , y =600)

152 p r e d i c t B u t t o n . c o n f i g ( f o n t = f o n t 1 )

153

154 g r a p h B u t t o n = Bu t ton ( main , t e x t =” Clean & Fraud T r a n s a c t i o n D e t e c t i o n Graph ” , command= graph )

155 g r a p h B u t t o n . p l a c e ( x =350 , y =600)

156 g r a p h B u t t o n . c o n f i g ( f o n t = f o n t 1 )

157

158 e x i t B u t t o n = Bu t ton ( main , t e x t =” E x i t ” , command= e x i t )

159 e x i t B u t t o n . p l a c e ( x =770 , y =600)

160 e x i t B u t t o n . c o n f i g ( f o n t = f o n t 1 )

161

162 main . c o n f i g ( bg= ’ L igh tSkyBlue ’ )

163 main . main loop ( )
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10.2 Poster Presentation

Figure 10.1: POSTER
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• All the references should be cited in the report
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copies as given in the table below

• Attach the CD in last Cover page of the Project Report with CD cover and
details of batch like Title,Members name and VTU No ,Batch No,Project
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• For Standards and Policies refer the below link
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• Plagiarism should be less than 15%
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of Project report after the references section
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